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An analysis breakdown for bug classification 

adaptable to detecting cultures or subgroups

Dashboard showing CRS multi-agent coordination

Relevance to IARPA SoURCE CODE

• DARPA Cyber Grand Challenge automatically identify and rapair 
bugs.  We developed a Cyber Reasoning System (CRS) that 
manages distributed agents to test and evaluate hypothesis

• NIST ISABEL analyze and classify bugs into the NIST bugs 
framework.

• Navy MADEIRA applies CRS to automatically drive debloating 
tools for applications and kernels. 

• Air Force ADEPT identify culture of individual hacker.

• DARPA Civil Sanctuary cross cultural models to promote positive 
online interaction spanning world cultures

• Misc programs extracting cultural markers from text
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